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Abstract

In Bangladesh, like many other countries, the implementation of Anti-Money Laundering (AML) measures plays a crucial role in the fight against financial offences and the maintenance of the financial system's integrity. The integration of Artificial Intelligence (AI) is one of the technologies for AML that has emerged as a promising approach to enhance the detection and prevention of financial crimes. The researcher aims to investigate the current state of AML, the impact of AI, the roles involved, and the legislation to achieve economic stability for the transformation of Bangladesh into a smart nation by 2041. In this systematic review study, the PRISMA framework is utilized to provide a comprehensive analysis of existing literature on the application of AI in AML, with a focus on risks, laws, and implications, particularly within the context of Bangladesh. The review synthesizes findings from diverse sources (Web of Sciences, Scopus, PubMed, and DOAJ indexing articles and reports) including academic research, industry reports, and regulatory documents, to assess the effectiveness, challenges, and ethical considerations associated with AI-driven AML solutions. Through a structured search strategy and rigorous selection criteria, the researchers discovered a total of 299 research papers, consisting of 181 latest studies and 117 previous relevant studies identified and analyzed to elucidate key trends, methodologies, and gaps in the current landscape of AI-enabled AML practices. The review also offers insights and recommendations for policymakers, practitioners, and researchers interested in leveraging AI technologies to combat money laundering effectively while navigating regulatory frameworks and safeguarding privacy rights. By critically examining the intersection of AI, AML, and legal frameworks, this study contributes to the ongoing discourse on the role of technology in addressing financial crime challenges in Bangladesh and beyond.
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INTRODUCTION

Artificial Intelligence (AI) is widely used in anti-money laundering (AML) operations because it can analyze large volumes of data, find complicated patterns, and identify questionable transactions better than traditional approaches (Han et al., 2020). AI-powered systems can monitor financial transactions in real-time and identify suspicious activity based on predetermined parameters such as odd transaction volumes, high-risk jurisdictions, or strange transaction patterns (Usman et al., 2023). These systems can adapt to changing money laundering methods by learning from historical data. Garcia-Bedoya et al. (2021) showed that AI systems can analyse linkages between persons, corporations, and financial institutions to reveal money laundering networks. AI systems can detect suspicious entity hierarchies and relationships by analysing transactional data and other data (Sobh, 2020).

Money laundering poses an enormous challenge to Bangladesh's economic stability and integrity (Chen et al., 2018). Despite numerous initiatives to combat it, this issue persists, primarily fueled by underground mechanisms such as the hundi system (Latif, 2022). This comprehensive guide offers an in-depth exploration of AML efforts in Bangladesh, covering its historical context, legal framework, government involvement, money laundering risks, and proposed solutions (Shah, 2024). Working in AML in Bangladesh involves a multifaceted approach aimed at preventing, detecting, and combating financial crimes (MILON et al., 2023). Professionals in this field play a crucial role in ensuring compliance with AML regulations and safeguarding the integrity of the financial system (Sullivan, 2023). Responsibilities typically include conducting risk assessments, developing and implementing AML policies and procedures, and conducting due diligence on customers and transactions to identify suspicious activities (Shah, 2024). AML professionals in Bangladesh collaborate closely with regulatory agencies such as the BFIU and the Bangladesh Bank to exchange information, report suspicious...
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transactions, and support investigations (Abedin et al., 2021). They also stay abreast of developments in AML/CFT regulations and international standards set by organizations like the Financial Action Task Force (FATF) to ensure adherence to best practices (Snaijer, 2024).

Anti-Money-Laundering regimes use silent, unnoticed surveillance (Cone, 2022). Human trafficking, small-scale tax evasion, forced labour, and weapons trafficking are predicate crimes that increase money laundering risk. Money laundering risk assessment is a response to FATF-mandated AML regulations (Sultan et al., 2023). The FATF develops legislative and regulatory policies to combat terrorist financing and money laundering. FATF updates these rules and issues guidelines (Pereverzyeva & Gadjiev, 2020). AML professionals must make crucial decisions about material that may indicate money laundering. Money laundering is prevented and identified by AML legislation. Tan et al. (2023) state that the AML responsibility requires all financial sectors to strictly follow Know Your Customer (KYC) regulations to get to know their clients and identify and report suspicious, high-value transactions, customer due diligence (CDD), and transaction monitoring to prevent money laundering (Powelson, 2022).

**Know Your Customer (KYC):** KYC is essential for AML efforts. It entails checking clients' identities, suitability, honesty, and financial transaction risks (Tiutiunyk & Kozhushko, 2022). Financial institutions and other regulated businesses must use KYC procedures to avoid money laundering and other illegal acts (Cassella, 2019).

**Customer Due Diligence (CDD):** Depending on the risk level, institutions may conduct enhanced due diligence (EDD) procedures for high-risk customers. This may involve gathering additional information and scrutinising the purpose of the relationship and expected transactions (Yong & Asano, 2018).

**Record-keeping and Reporting:** Financial institutions maintain comprehensive records of customer information and transaction activity. They are also obligated to report suspicious transactions to relevant regulatory authorities as part of their SAR (Suspicious Activity Report) obligations (Kędzierski, 2023).

**Suspicious Activity Reporting (SAR):** SAR is a critical aspect of AML compliance, requiring financial institutions to report any transactions or activities that they suspect may be linked to money laundering, terrorist financing, or other illicit activities (Teichmann et al., 2022).

**Transaction Monitoring:** Transaction monitoring continuously monitors customer transactions for unusual or suspicious activity that may suggest money laundering or other illegal activity (Reite et al., 2023). Automated and manual systems monitor transactions in real time or retrospectively for patterns, irregularities, and red flags that may require additional inquiry by financial institutions (Han et al., 2020).

**Research Gaps and Objectives**

AML safeguards are essential for fighting drug trafficking, terrorism financing, corruption, and organized crime. Financial institutions must follow AML standards to avoid fines and lawsuits (Lisanawati, 2023). Global money-laundering prevention also relies on law enforcement collaboration and information exchange. AML compliance safeguards the financial system, deters crime, and upholds the law. Financial institutions can protect the global economy by establishing strong AML controls (Milon & Zafarullah, 2024). There is a limited amount of research that has been published on AI for AML (Kute et al., 2021; Usman et al., 2023). Few studies have emphasized AML for different strategies and regulations to combat money laundering activities (Garcia-Bedoya et al., 2021). Chen et al. (2018) asserted that the control and visibility of AML activities in international transactions can lead to economic stability. Therefore, it is evident that there is a tremendous research gap in AML-related research in emerging countries like Bangladesh. The researcher would like to find out the present scenario of AML, AI impact, roles, and regulations so that economic stability would be possible for transforming a smart Bangladesh within 2041. The following objectives of the study are stated below:

Representing the present scenario of the AML usages, risks, government and regulatory roles and Acts for the prevention of AML.
Evaluating the effectiveness and potential of AI applications in detecting and preventing money laundering activities.

Providing insights and recommendations for policymakers, practitioners, and researchers interested in leveraging AI for AML purposes.

**LITERATURE REVIEW**

Machine learning and predictive modeling can discover money laundering tendencies in consumer and entity behavior (Han et al., 2020). AI systems can recognize aberrant activity and prompt for further research by developing profiles of typical client behavior. NLP methods allow AI systems to examine unstructured data sources like text documents, emails, and social media postings to find money laundering information (Usman et al., 2023). NLP can detect illegitimate financial transactions and suspect behavior in news stories, regulatory filings, and other sources. AI algorithms may assess customers, transactions, and entities based on transaction history, geographic location, industrial sector, and customer profile (Chen et al., 2018). These risk rankings focus AML investigations and resource allocation on high-risk areas and persons.

AI speeds up regulatory reporting, KYC due diligence, and transaction monitoring for financial institutions to comply with AML standards (Kute et al., 2021). AI-powered solutions can automate compliance, decrease errors, and ensure regulatory compliance. García-Bedoya et al. (2021) stated that AI systems are constantly learning and adapting to new data and threats, boosting their accuracy and efficacy. Feedback loops and data training can help AI algorithms outperform complex money laundering and evasion methods (Milon & Zafarullah, 2024). AI in AML processes could improve financial crime detection and prevention efficiency, accuracy, and agility. To maximize AI’s benefits in AML while minimizing risks, data privacy, model openness, and regulatory compliance must be addressed (Powelson, 2022).

A money laundering technique involves placement, layering, and integration to hide ill-gotten gains meant for use and make them appear to come from legitimate sources (Hidayati & Sahri, 2023). This crime harms the economy, society, and government. Thus, AML legislation is crucial to combating money laundering, which spreads globally due to globalization and destabilizes financial institutions and their systems (Wang, 2020; Bhuiyan et al., 2023). AML laws, enforcement, processes, and regulations prevent illegally obtained money from entering financial systems, protecting the financial system, preventing crime, and upholding the rule of law (Truntsevsky & Dolganov, 2021). Laws, regulations, and processes aim to reveal attempts to conceal criminal assets as legitimate revenue (Frisse & Misulis, 2019). Risk assessment by AML professionals is imprecise since interpretations are contextually sensitive and findings are probabilistic (Milon & Zafarullah, 2024).

**Table 1: Artificial intelligence effects on AML stated by Authors**

<table>
<thead>
<tr>
<th>Name of Tools</th>
<th>How to effect on AML</th>
<th>Source</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>AI Algorithms for Monitoring</strong></td>
<td>Advanced machine learning algorithms analyses large volumes of transaction data in real-time. These algorithms can identify unusual patterns, detect anomalies, and recognize potentially suspicious transactions that may indicate money laundering.</td>
<td>(Lokanan &amp; Maddhesia, 2025)</td>
</tr>
<tr>
<td><strong>Transactions</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Customer Behavior Profiling</strong></td>
<td>AI builds profiles by examining past consumer behavior. Any departure from these characteristics might set off alarms, giving banks the opportunity to look into and judge the validity of transactions.</td>
<td>(Lin &amp; Mâsse, 2021)</td>
</tr>
<tr>
<td><strong>Network Analysis</strong></td>
<td>Network analysis is a technique used to detect and uncover instances of money laundering. In the field of AML research, network analysis often involves the use of relational data to identify both direct and concealed linkages with a money laundering node. Centrality evaluation was an early technique in network analysis that aimed to identify the most significant node in a network.</td>
<td>(Shaikh et al., 2021)</td>
</tr>
<tr>
<td><strong>Automated CDD Processes</strong></td>
<td>AI streamlines the consumer due diligence procedure by authenticating client identities, evaluating risk levels, and tracking modifications in customer profiles. This ensures compliance with regulatory requirements.</td>
<td>(Mzukisi, 2021).</td>
</tr>
<tr>
<td><strong>Pattern and Link Analysis</strong></td>
<td>AI systems utilise pattern recognition to pinpoint connections and linkages between people or things involved in questionable behavior. This aids in the discovery of intricate money laundering schemes.</td>
<td>(Lisanawati, 2023)</td>
</tr>
<tr>
<td><strong>Natural Language Processing (NLP)</strong></td>
<td>NLP algorithms can analyse unstructured data, such as text from emails, chat logs, and news articles, to identify potential AML-related information. This helps in gathering intelligence and understanding the context surrounding suspicious activities.</td>
<td>(Reite et al., 2023)</td>
</tr>
<tr>
<td><strong>Predictive Models</strong></td>
<td>Machine learning algorithms evaluate the risk attached to transactions, clients, or geographical areas.</td>
<td>(Cassella, 2019)</td>
</tr>
</tbody>
</table>
Table 2: Historical Evolution and legal Framework of AML in Bangladesh

<table>
<thead>
<tr>
<th>Legal Framework</th>
<th>Evaluation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Membership of APG</td>
<td>1997</td>
<td>Joining APG signifies Bangladesh’s commitment to international cooperation in combating money laundering.</td>
</tr>
<tr>
<td>Formation National &amp; Regional Task Force</td>
<td>2002</td>
<td>Establishment of task forces indicates a coordinated approach to address money laundering at both national and regional levels. MLPA likely refers to the initial enactment of the Money Laundering Prevention Act, which criminalizes money laundering activities. The establishment of this department suggests a specialized entity dedicated to combating money laundering within the legal framework.</td>
</tr>
<tr>
<td>Money Laundering Prevention Act</td>
<td></td>
<td></td>
</tr>
<tr>
<td>AML Department</td>
<td></td>
<td></td>
</tr>
<tr>
<td>1st round Mutual Evaluation</td>
<td>2002-2003</td>
<td>The evaluation likely aimed to assess Bangladesh's AML regime's effectiveness and compliance with international standards.</td>
</tr>
<tr>
<td>2nd round Mutual Evaluation</td>
<td>2008-2009</td>
<td>Another evaluation round signifies ongoing efforts to improve the AML framework based on previous assessments.</td>
</tr>
<tr>
<td>MLPA, Anil, Terrorism Act</td>
<td>2009</td>
<td>Enactment of legislation specifically targeting terrorism financing indicates a broader approach to combat financial crimes.</td>
</tr>
<tr>
<td>MLPR, ATR 2013</td>
<td></td>
<td></td>
</tr>
<tr>
<td>ICRC Process Started</td>
<td>2010</td>
<td>Initiation of the ICRC (Immediate Compliance Review Committee) process suggests a review of compliance with international AML standards and recommendations.</td>
</tr>
<tr>
<td>NCC and Working Committee</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Bangladesh Financial Intelligence Unit (BFIU) (Operational Independence)</td>
<td>2012</td>
<td>Establishment of BFIU with operational independence enhances the effectiveness of financial intelligence gathering and dissemination. Revision of AML laws and regulations reflects efforts to adapt to evolving challenges and international standards.</td>
</tr>
<tr>
<td>MLPA,2012(MLPR,2013)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Egmont Group Membership</td>
<td>2013</td>
<td>Joining the Egmont Group facilitates international cooperation in exchanging financial intelligence.</td>
</tr>
<tr>
<td>Amendment of MLPA 2012 (Operational Independence)</td>
<td>2015</td>
<td>Amendments likely aimed at enhancing operational independence and efficiency in AML enforcement.</td>
</tr>
<tr>
<td>Restructure Central and Divisional Task Forces</td>
<td>2017</td>
<td>Task force restructuring demonstrates ongoing efforts to streamline AML enforcement mechanisms.</td>
</tr>
<tr>
<td>MLPR 2019 (MLPR,2013)</td>
<td>2019</td>
<td>Likely refers to the enactment or revision of Money Laundering Prevention Rules in 2019, further refining AML measures.</td>
</tr>
<tr>
<td>20- Year Celebration</td>
<td>2022</td>
<td>Marks two decades of efforts and achievements in combating money laundering, highlighting the commitment to sustained AML efforts.</td>
</tr>
</tbody>
</table>

METHODOLOGY

The gathering of data is impractical because respondents engaged in money laundering activities are unable to definitively confirm or identify specific individuals participating in money laundering as offenders or criminals (Akter et al., 2023). The research is conducted using primarily secondary data sources such as papers, journals, websites, newspapers, online portals, and television broadcasts. These sources were considered to gather the necessary information for the investigation (Bhuiyan et al., 2023). The study analysed key concepts such as money laundering, artificial intelligence, anti-money laundering, emerging economy, prevention acts and rules, government, financial institutions, public investment, international transactions, and more.

According to the 2020 PRISMA statement, publications are typically clustered using Web of Sciences, Scopus, PubMed, and DOAJ (Bhuiyan & Akter, 2024). The PRISMA standard outlines the essential components for effectively reporting evidence-based systematic reviews and meta-analyses (Molla et al., 2023; Islam et al., 2024) in Figure 1. PRISMA places a high priority on conducting reviews of randomised trials. It can also be utilised for publishing systematic reviews of other studies, such as therapy assessments. In order for customers to evaluate the credibility and usefulness of the review, it is essential to provide a comprehensive description of the systematic review methods and results in Figure 1 (Molla et al., 2023). The research study focused on important topics such as money laundering, AI, and AML in order to combat illegal financial activities and contribute to the development of Bangladesh.
Only relevant records are included when retrieving information. When making decisions about rejecting publications and reports, it’s important to consider factors such as the availability of limited data, papers published in different categories, multiple languages, diverse outcomes, and disconnected impacts and findings (Bhuiyan, 2019). Throughout the investigation, the researchers discovered a total of 299 research papers, consisting of 181 latest studies and 117 previous studies Figure 1.

Upon thorough examination of the aforementioned publications, reports, news, data, and information, the researcher aims to give an analysis of the present-day utilization, risks, governmental and regulatory roles, and preventive legislation related to anti-money laundering (AML). Evaluating the capacity of artificial intelligence to identify and thwart money laundering. Providing guidance to policymakers, practitioners, and academics on the utilization of AI for Anti-Money Laundering (AML) purposes.

Figure 1: PRISMA Flow Diagram (2020)
Source: (Haddaway et al., 2022) [Access on April 8, 2024]

DISCUSSION

According to Lodge (2020), government and regulatory roles in AML are critical for preventing and detecting illicit financial activities. Although banks operating within a certain jurisdiction are often required to adhere to
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the same anti-money laundering (AML) laws and regulations, financial institutions vary in how they organize and implement their AML initiatives. Complying with anti-money laundering (AML) requirements entails actively collaborating with financial regulatory authorities and thoroughly understanding both domestic and global regulations in all areas where your organization operates (Islam & Bhuiyan, 2022). Ultimately, it is crucial to guarantee that your business adheres to these rules in order to maintain the safety of both your clients and your organization (Fagan, 2024). Financial institutions must stay abreast of evolving rules and regulations in the broad global anti-money laundering (AML) landscape to fulfill their compliance requirements. Government and regulatory roles in AML are pivotal in mitigating financial crimes and preserving the integrity of the financial system (Lisanawati, 2023).

In Bangladesh, these roles encompass legislative enactment, regulatory oversight, and enforcement efforts. The government establishes and updates laws such as the Money Laundering Prevention Act (MLPA) to criminalize money laundering and terrorist financing activities (Akter et al., 2023). Regulatory bodies like the BFIU supervise financial institutions’ compliance with AML regulations, conduct inspections, and facilitate information sharing to combat illicit financial flows (Sullivan, 2023). Moreover, international cooperation through organizations like the FATF aids in setting standards and fostering collaboration among jurisdictions.

By fulfilling these roles, governments and regulatory bodies in Bangladesh work towards ensuring transparency, accountability, and stability in the financial sector, thereby contributing to national security and economic development (Makumbe, 2023) in Figure 2.

As the central bank of Bangladesh, the Bangladesh Bank plays a pivotal role in overseeing the country's financial system. It is responsible for controlling currency issuance, maintaining economic stability, and fostering employment and income growth (Chowdhury, 2022). Serving as the national FIU, the AMLD collects, analyzes, and disseminates financial intelligence related to money laundering and terrorist financing. This entity is instrumental in identifying suspicious transactions and sharing crucial information with law enforcement agencies (Kokkinis & Miglionico, 2021).

Figure 2: Government and Regulatory Roles in AML
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Table 3: Bangladeshi Legislation and Regulations

<table>
<thead>
<tr>
<th>Roles</th>
<th>Description</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Legislation and Regulation</td>
<td>In Bangladesh, legislation and regulation play a pivotal role in the government's efforts to combat money laundering and terrorist financing. The primary legislative framework governing AML and Combating the Financing of Terrorism (CFT) activities is the Money Laundering Prevention. This criminalizes money laundering and imposes penalties on offenders, including imprisonment and fines.</td>
<td>(Azinge-Egbiri, 2021)</td>
</tr>
<tr>
<td>Information Sharing</td>
<td>Information sharing in Bangladesh among regulatory agencies, financial institutions, and law enforcement is crucial for combating money laundering and terrorist financing. The BFIU facilitates the exchange of financial intelligence and suspicious transaction reports (STRs) to aid investigations. Additionally, the BFIU collaborates with other domestic and international agencies to share intelligence on illicit financial activities.</td>
<td>(Sultan &amp; Mohamed, 2022)</td>
</tr>
<tr>
<td>Cryptocurrency Exploitation</td>
<td>The anonymity of cryptocurrency is used by criminals to transfer money covertly. It is imperative to comprehend blockchain technology and put strong safeguards in place to stop digital assets from being misused.</td>
<td>(Bhuiyan &amp; Akter, 2024; Chowdhury, 2022)</td>
</tr>
<tr>
<td>Emerging Technologies</td>
<td>Advances in AI, machine learning, and big data analytics are exploited by money launderers. Experts should make use of these technologies to use intelligent AML systems to improve risk assessments and identify abnormalities.</td>
<td>(Bhuiyan et al., 2023; Abedin et al., 2021)</td>
</tr>
<tr>
<td>Public Awareness and Education</td>
<td>Governments play a role in raising public awareness about the risks of money laundering and the importance of reporting suspicious activities. They may conduct outreach programs and provide educational resources to stakeholders. The effectiveness of transaction monitoring depends on employees' knowledge and expertise. By familiarizing themselves with the rules and mechanisms of ongoing transaction monitoring, employees can effectively identify and report suspicious activities.</td>
<td>(Shah, 2024)</td>
</tr>
<tr>
<td>Reporting Suspicious Activities</td>
<td>Awareness campaigns encourage employees to promptly report suspicions, playing a vital role in fighting terrorist financing and money laundering. Government and regulatory roles in AML include establishing frameworks for reporting mistrustful actions. Financial institutions in Bangladesh are required to disclose such actions to the BFIU, which serves as the central agency for receiving, evaluating, and distributing financial intelligence.</td>
<td>(Sullivan, 2023)</td>
</tr>
<tr>
<td>Technological Innovation</td>
<td>Government and regulatory bodies leverage technological innovation to enhance AML efforts in Bangladesh. This includes implementing advanced data analytics, AI, and blockchain technology to detect suspicious transactions and patterns. By utilizing these tools, regulatory agencies like the BFIU can improve risk assessment processes, enhance monitoring capabilities, and streamline regulatory oversight. Additionally, technological innovations enable more efficient information sharing among stakeholders, facilitating collaboration in combating financial crimes. Overall, embracing technological advancements strengthens AML measures, making them more effective in safeguarding the financial system against illicit activities.</td>
<td>(Bhuiyan et al., 2023; Shah, 2024)</td>
</tr>
</tbody>
</table>

Money laundering poses an enormous challenge to Bangladesh’s economic stability and integrity (Chen et al., 2018). Despite numerous initiatives to combat it, this issue persists, primarily fueled by underground mechanisms such as the hundi system (Latif, 2022). This comprehensive guide offers an in-depth exploration of AML efforts in Bangladesh, covering its historical context, legal framework, government involvement, money laundering risks, and proposed solutions in Figure 2 and Table 3 (Shah, 2024).

**Money Laundering Risks**

In Bangladesh, like many other countries, the implementation of Anti-Money Laundering (AML) measures plays a crucial role in the fight against financial offenses and the maintenance of the financial system's integrity in Table 4. The integration of Artificial Intelligence (AI) is one of the technologies for AML that have emerged as a promising approach to enhance the detection and prevention of financial crimes and risks in Table 4.
The cornerstone of AML legislation in Bangladesh includes the Money Laundering Prevention Act, the UNCAC, and the MLPO 2008. These laws establish a robust legal framework for identifying, preventing, and prosecuting money laundering activities within the country. Moreover, they empower authorities to collaborate with foreign counterparts in cross-border investigations (Akter et al., 2023).

Some of the key AML laws to combat money laundering and terrorist financing. Some of the significant laws and regulations show in Table 5:

<table>
<thead>
<tr>
<th>Key point</th>
<th>Description</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Informal Economy</td>
<td>A significant portion of economic activities in Bangladesh occurs in the informal sector, which operates outside regulatory oversight. This creates opportunities for individuals and businesses to conduct illicit financial transactions without detection.</td>
<td>(Ahmad &amp; Hussain, 2024)</td>
</tr>
<tr>
<td>Corruption</td>
<td>Bangladesh has long struggled with corruption across various levels of government and society. Corrupt officials and institutions enable money laundering activities by either ignoring questionable financial transactions or actively engaging in them.</td>
<td>(Chakravorty, 2023)</td>
</tr>
<tr>
<td>Financial Sector Vulnerabilities</td>
<td>Banks and financial institutions in Bangladesh are susceptible to being used as conduits for money laundering. The banking sector is vulnerable to abuse by money launderers due to weak internal controls, inadequate customer due diligence, and insufficient AML compliance procedures.</td>
<td>(Abedin et al., 2021)</td>
</tr>
<tr>
<td>Terrorist Financing</td>
<td>Bangladesh faces risks related to terrorist financing, given the presence of extremist groups within its borders. These groups may exploit weak controls in the financial system to finance their activities through illicit means.</td>
<td>(Chowdhury, 2022)</td>
</tr>
<tr>
<td>Trade-Based Money Laundering</td>
<td>Trade-based money laundering schemes are prevalent in Bangladesh due to its significant import-export activities. Criminals exploit gaps in trade finance and documentation to disguise the origins of illicit funds through over/under-invoicing, misrepresentation of goods, and other trade-related methods.</td>
<td>(Shah, 2024)</td>
</tr>
<tr>
<td>Terrorist Financing</td>
<td>Bangladesh faces risks related to terrorist financing, given the presence of extremist groups within its borders. These groups may exploit weak controls in the financial system to finance their activities through illicit means.</td>
<td>(Sullivan, 2023)</td>
</tr>
</tbody>
</table>

Table 4: Money Laundering Risks in Bangladesh

Key AML Laws in Bangladesh

The cornerstone of AML legislation in Bangladesh includes the Money Laundering Prevention Act, the UNCAC, and the MLPO 2008. These laws establish a robust legal framework for identifying, preventing, and prosecuting money laundering activities within the country. Moreover, they empower authorities to collaborate with foreign counterparts in cross-border investigations (Akter et al., 2023).

Some of the key AML laws to combat money laundering and terrorist financing. Some of the significant laws and regulations show in Table 5:

<table>
<thead>
<tr>
<th>Laws</th>
<th>Explanation</th>
<th>Reference</th>
</tr>
</thead>
<tbody>
<tr>
<td>Money Laundering Prevention Act, 2012</td>
<td>This act provides the legal framework for preventing money laundering in Bangladesh. It defines money laundering offenses, establishes the AML Department, and outlines the duties and powers of various authorities involved in combating money laundering.</td>
<td>(Dhali, 2024)</td>
</tr>
<tr>
<td>Anti-Terrorism Act, 2009</td>
<td>It is primarily focused on preventing terrorism, this act also contains provisions related to combating the financing of terrorism. It empowers law enforcement agencies to investigate and prosecute individuals or organizations involved in terrorist financing activities.</td>
<td>(Nizzero, 2024)</td>
</tr>
<tr>
<td>Financial Intelligence Unit (FIU) Bangladesh</td>
<td>FIU Bangladesh, established under the MLPA, functions as the primary organization entrusted with the task of gathering, evaluating, and distributing financial intelligence pertaining to money laundering and terrorist funding.</td>
<td>(Shah, 2024)</td>
</tr>
<tr>
<td>Guidelines and Circulars by Bangladesh Bank</td>
<td>The central bank of Bangladesh, Bangladesh Bank, issues guidelines and circulars to banks and financial institutions to ensure compliance with AML regulations. These guidelines cover customer due diligence, reporting requirements, and suspicious transaction monitoring.</td>
<td>(Reza et al., 2024)</td>
</tr>
<tr>
<td>United Nations Security Council (UNSC) Resolutions</td>
<td>Bangladesh complies with multiple United Nations Security Council resolutions pertaining to the prevention and suppression of terrorism and the funding of terrorist activities. These resolutions establish global norms and responsibilities for member countries to address and prevent money laundering and terrorist funding operations.</td>
<td>(Akintayo et al., 2024)</td>
</tr>
<tr>
<td>Mutual Legal Assistance (MLA) Treaties</td>
<td>Bangladesh has established mutual legal assistance accords with multiple nations to enhance collaboration in the investigation and prosecution of money laundering and associated crimes. These accords facilitate the transfer of information and the provision of aid in legal procedures.</td>
<td>(Ochnio, 2024)</td>
</tr>
</tbody>
</table>
RECOMMENDATIONS OF THE STUDY

Using the PRISMA framework and researcher statement on publications and reports, the review intends to offer insights and recommendations to policymakers, practitioners, and researchers that are interested in utilizing AI for AML objectives (Usman et al., 2023).

Policy Framework Enhancement: Policymakers should contemplate revising current AML legislation to incorporate the assimilation of AI technologies. This may entail elucidating legal prerequisites and rules for the utilization of AI in AML, guaranteeing adherence to data privacy and security regulations, and fostering cooperation between regulatory entities and AI developers to construct optimal methodologies (Islam et al., 2024).

Investment in AI Technologies: Policymakers and industry stakeholders should give utmost importance to investing in AI research and development specifically for the aim of combating AML. This encompasses financial support for the creation of sophisticated AI algorithms, tools, and platforms designed specifically to meet the unique requirements of AML compliance.

Interdisciplinary Collaboration: It is essential for practitioners and researchers to work together across many fields such as AI, finance, law enforcement, and cybersecurity, in order to create comprehensive solutions for AML (Mani, 2019). Interdisciplinary teams can utilize a range of specialized knowledge to create and execute AI systems that efficiently identify and stop money laundering operations (Usman et al., 2023).

Enhancements: It should be implemented to enhance the accuracy and availability of data for AI-driven AML systems (Kute et al., 2021). This may need the establishment of data-sharing agreements among financial institutions, regulatory agencies, and law enforcement authorities, along with the implementation of data standards protocols to enable seamless communication and cooperation (Bhuiyan, 2019; Powelson, 2022).

Transparency and explain ability: There are essential algorithms in AI employed in AML to guarantee accountability and dependability (Bhuiyan, 2017; Sobh, 2020). It is important for practitioners to give priority to creating (Bhuiyan et al., 2024). AI models that are easy to understand and provide explicit explanations for their judgments. This will allow users to comprehend and verify the reasoning behind AML warnings and recommendations (Rahman et al., 2024).

Ongoing Surveillance and Assessment: AML systems driven by AI should be subject to regular monitoring and evaluation in order to gauge their effectiveness and performance (Kute et al., 2021). Practitioners must establish procedures for continuous testing, validation, and optimization of AI algorithms to adjust to changing money laundering risks and regulatory demands (Usman et al., 2023).

Capacity Enhancement and Training: It is essential to create training programs that enable AML experts to acquire the requisite expertise and understanding to proficiently utilize AI technologies (Usman et al., 2023). This encompasses instruction in data analysis, machine learning methodologies, and ethical factors in the implementation of AI for AML objectives (Garcia-Bedoya et al., 2021).

By applying these observations and suggestions, policymakers, practitioners, and researchers can collectively utilize the capabilities of AI to improve AML endeavors, reinforce the identification and prevention of financial crimes, and protect the credibility of the worldwide financial system (Usman et al., 2023).

CONCLUSIONS

Artificial Intelligence (AI) integration is a technology that has emerged as a promising solution to improve the identification and prevention of financial crimes in Anti-Money Laundering (AML) efforts (Garcia-Bedoya et al., 2021). The researcher’s objective is to examine the present condition of AML (anti-money laundering), the influence of AI (artificial intelligence), the many roles involved, and the legislation, with the goal of attaining economic stability for the transition of Bangladesh into a smart nation by 2041. This systematic review study using the PRISMA framework to conduct a thorough analysis of the current literature regarding the use of
artificial intelligence (AI) in anti-money laundering (AML). The study specifically examines the risks, laws, and implications associated with AI in the setting of Bangladesh (Powelson, 2022). The review consolidates information from various sources, such as Web of Sciences, Scopus, PubMed, and DOAJ indexed articles and reports. It includes academic research, industry reports, and regulatory documents. The purpose is to evaluate the effectiveness, challenges, and ethical considerations related to AI-driven AML solutions. By employing a methodical search approach and strict criteria for selection, we identify and analyze past studies that are pertinent to shed light on significant patterns, approaches, and deficiencies in the present state of AI-powered anti-money laundering activities (Chen et al., 2018). The paper provides valuable insights and recommendations for policymakers, and researchers that are interested in effectively using AI technology to prevent money laundering, while simultaneously negotiating legal frameworks and protecting privacy rights. This paper contributes to the continuing discourse on the role of technology in addressing financial crime concerns in Bangladesh and abroad by conducting a critical examination of the nexus of AI, AML, and legal frameworks. The implementation of Anti-Money Laundering (AML) procedures in Bangladesh, as in other countries, is vital for combating financial misdeeds and upholding the integrity of the financial system.

LIMITATIONS AND FUTURE DIRECTIONS OF THE STUDY

The extent and accessibility of the current literature on the subject may constrain the study's findings and conclusions. We attempted a thorough examination using the PRISMA framework, but obstacles like language hurdles, publication bias, or access restrictions may have prevented the inclusion of certain relevant studies (García-Bedoya et al., 2021). Differences in study techniques, sample sizes, and data sources might lead to bias or discrepancies when combining the results. The rapid advancements in AI technologies and AML processes may quickly render some of the evaluated literature obsolete. Advancements in AI algorithms, data analytics methodologies, and legal frameworks may make certain findings or suggestions no longer relevant. The study may not sufficiently consider ethical issues associated with the use of AI in AML, including privacy concerns, algorithmic bias, and the possibility of unforeseen effects (Bhuiyan, 2023).

Future research could be enhanced by conducting longitudinal studies that monitor the installation and efficacy of AI-driven AML solutions over an extended period of time. The collaboration among scholars from several fields, such as computer science, finance, law, and ethics, can enhance our comprehension of the intricate interaction between AI and AML. To ensure responsible and accountable deployment of AI in AML initiatives, it is crucial to conduct additional research on ethical considerations and stakeholder viewpoints.
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